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Abstract of the contribution: This paper provides some evaluation and conclusions for KI#2.1.
1	Discussion
This paper provides evaluation and conclusions for KI#2.1
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-54 as follows:

[bookmark: _Toc157657227][bookmark: _Toc93305721][bookmark: _Toc152046441]
		* * * * First Change * * * *
[bookmark: _Toc160552502][bookmark: _Toc161061177]7.2	Overall Evaluation for ATSSS_Ph4
Editor's note:	This clause will provide evaluation of different solutions for ATSSS_Ph4.
[bookmark: _Toc112909629][bookmark: _Toc112910140][bookmark: _Toc122510645]7.2.1	Evaluation of KI#2.1: MPQUIC steering functionality to steer, switch and split non-UDP traffic
There are four solutions addressing KI#2.1 i.e. Solution #2.1, Solution #2.3, Solution #2.4 and Solution #2.5. All the solutions are centred around extending MPQUIC steering functionality to support proxying non-UDP traffic using IETF based protocols. 
Solution #2.3 provides a good high-level solution for supporting all different CONNECT methods, while Solution #2.4 and Solution #2.5 provide more technical details on how to realise the IP proxying using CONNECT-IP and Ethernet Proxying using CONNECT-Ethernet respectively. Overall, these three solutions are complementary to each other and when combined together, they provide a complete solution for KI#2.1.
Solution #2.1 is essentially focused on policy control enhancements required to support the extension in MPQUIC steering functionality. The goal is to provide control to the network operator about the type of CONNECT protocol and applicable associated parameters used for a flow when using the MPQUIC steering functionality.
Solution #2.1 proposes that PCC rule is extended to include allowed CONNECT protocol(s) and the values of related parameters and using this information the SMF determines the allowed CONNECT protocol(s) and values of related parameters for a flow when using the MPQUIC steering functionality. In contrast, Solution #2.3 proposes that the SMF is configured, as part of the DNN configuration, what proxy protocols are supported. Although both the proposals work, it is not necessary to extend the PCC rules for determining the proxy protocols to be used, as this can be always a DNN based configuration as proposed in Solution #2.3. There is no advantage seen for extending the PCC rules. Additionally, the PCF or network may not be able to determine the applicable associated parameters used for a flow e.g. "target" and "ipproto" parameters defined in RFC 9484 for CONNECT-IP. It should be left to the Proxy client in the UE, e.g. for IP proxying, when an application traffic is detected at the UE, the UE can determine if this traffic is a unicast/multicast/broadcast and accordingly can decide what is the "target". The network even may not be able to provide appropriate information in this case. As a result, the policy control enhancements proposed in Solution #2.1, although may work, are not required and do not provide any added value.

		* * * * Next Change * * * *
[bookmark: _Toc160552505][bookmark: _Toc161061180]8.2	Conclusions for ATSSS_Ph4
Editor's note:	This clause will list conclusions that have been agreed during the course of the study item activities for ATSSS_Ph4.
8.2.1	Conclusions for KI#2.1: MPQUIC steering functionality to steer, switch and split non-UDP traffic
It is concluded that:
a)	The MPQUIC steering functionality will be enhanced to support proxying IP and Ethernet traffic. Proxying TCP will not be supported. TCP traffic can be sent using IP proxying.
b)	To enhance the MPQUIC solution to support proxying IP and Ethernet the following IETF specifications will be used:
-	CONNECT-IP as defined in RFC 9484 [7]. This RFC describes how IP packets can be transferred between a client (UE) and a proxy (UPF) using the RFC 9114 [9] HTTP/3 protocol over MPQUIC.
-	CONNECT-Ethernet as described in IETF WG Internet Draft draft-ietf-masque-connect-ethernet [8]. This I-D describes how to proxy Ethernet frames in HTTP.
NOTE:	The use of the IETF solutions Ethernet proxying is dependent on the IETF drafts being stable in time for normative work.
c)	In addition to ATSSS capabilities as per Rel-18, if the UE supports MPQUIC with other proxy protocols than CONNECT-UDP and in case of IP-based PDU Session types, the UE includes the supported MPQUIC proxy protocols (CONNECT-IP, CONNECT-UDP) as part of the SM NAS message. For a PDN Connection request in 3GPP access in EPC this information is sent in the PCO. For a PDN Connection request in non-3GPP access in EPC the UE includes this information in the IKE signalling to ePDG and the ePDG forwards the information via APCO in the Create Session Request.
d)	The SMF is configured, as part of the DNN configuration, what proxy protocols are supported and indicates that to the UE in PDU Session Establishment Accept.
e)	Additional parameters associated with a connect protocol, e.g. "ipproto" and "target" parameters associated with CONNECT-IP [7] is derived by the UE based on the detected application.
f)	For IP-based PDU Session type, in a single MA PDU Session, different proxy protocols may be used for different QoS flows.

		* * * * End of Changes * * * *
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